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Key:

Knowledge (K): Level of knowledge acquired by the student in each learning outcome.

Skills (S): Practical skills students develop through the learning process.

Attitudes (A): Behavioral and professional attitudes students are expected to demonstrate.

Analytical Thinking (AT): The ability to analyze complex problems and data.

Critical Thinking (CT): Evaluating arguments and solutions to cybersecurity issues.

Professional Practices (PP): Ethical behavior and adherence to professional standards in the field of cybersecurity.




